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Sponsoring Summer School “Design and 
security of cryptographic algorithms and 

devices for real-world applications” 
1- 6 June 2014, Sibenik, Croatia 

http://summerschool-croatia14.cs.ru.nl/ 
 
 
 
CONCEPT 
 
Following the tradition of summer schools on symmetric-key cryptography and 
hardware security, as organized in the past in Albena, Bulgaria (Design and Security 
of Cryptographic Functions, Algorithms and Devices, editions 2011 and 2013) and in 
the Nordic countries (Ice Break 2013), we are planning the next edition of a summer 
school on “Design and security of cryptographic algorithms and devices for real-world 
applications” in June 2014. The purpose of the school is to attract not just PhD 
students and PostDocs, but also industry people interested in recent development in 
cryptography. We plan to include lectures on Design and Cryptanalysis of Symmetric 
Cryptographic Algorithms, Physical attacks, Lightweight cryptography and Secure 
HW.  
There will be also an event of the COST action Trustworthy Manufacturing and 
Utilization of Secure Devices - TRUDEVICE collocated with the school including 
more than 30 academic and industrial partners from 22 European countries 
(http://trudevice.com/). 
 
ORGANIZATION  
 
The school is jointly organized by the Digital Security (DS) group from Radboud University 
Nijmegen, COSIC KU Leuven, the Dept. of Applied Mathematics and Computer Science from 
DTU Denmark and the Faculty of Electrical Engineering and Computing (FER) Zagreb, 
Croatia. 
 
The COST event is organized by the DS group RU Nijmegen, COSIC KU Leuven and the 
Faculty of Electrical Engineering and Computing (FER) Zagreb, Croatia. 
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Radboud University Nijmegen  

FNWI-iCIS/DS  
P.O. Box 9010  
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The Netherlands  
Tel. +31 24 3653133 
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ADDRESSED AUDIENCE 
 
The events aim at bringing together PhD students, postdoctoral researchers and security 
experts from industry, interested in the following topics: 
 

• Block and Stream ciphers 
• Hash functions 
• Implementations and Cryptanalysis of symmetric primitives 
• Side Channel and Fault injection attacks 
• Countermeasures 
• Lightweight and Real-world crypto 
• Secure hardware 

 
THREE SPONSORING FORMULAS 
 
• Golden Sponsor 
 

Your advantage: 
 

q Option to have a booth and show your products in the common area where coffee 
breaks are held 

q Your logo on the website and the associated link to your company’s website and 
your logo on the opening presentation (LARGE) 

q Two free registrations for all sessions and social program 
q The complete address list of the participants 
q Your gadget/leaflet in the attendee welcome pack 

 
Your financial contribution: € 3000  
 

• Silver sponsor 
 

Your advantage: 
q Your logo on the website (SMALL) 
q One free registration for all sessions and social program 
q The complete address list of the participants 
q Your gadget/leaflet in the attendee welcome pack 

 
Your financial contribution: € 2000  
 

• Bronze sponsor 
 

Your advantage: 
q Your logo on the website (SMALL) 
q One participant allowed for all lectures (including coffee breaks and lunches) but 

without social events  
q The complete address list of the participants 
q Your gadget/leaflet in the attendee welcome pack 

 
Your financial contribution: € 1000  
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FOR MORE INFORMATION ON SPONSORING AND PRACTICALITIES CONTACT: 
 
Lejla Batina 
Radboud University Nijmegen 
FNWI-iCIS/DS 
P.O. Box 9010 
6500 GL Nijmegen 
The Netherlands 
Tel. + 31 24 3653133 
Fax + 31 24 3652298  
lejla@cs.ru.nl 
 
or 
 
Katholieke Universiteit Leuven ESAT / COSIC     
Svetla Nikova 
Kasteelpark Arenberg 10,  
B-3001 Leuven-Heverlee, BELGIUM 
Tel. +32 16 32 1885 
Fax +32 16 32 1969 
svetla.nikova@esat.kuleuven.be 
 
  


